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ZAPYTANIE OFERTOWE 
 

W związku z realizacją projektu pn. Poprawa poziomu cyberbezpieczeństwa w Mieście 

Brzeziny dofinansowanego w ramach Programu Fundusze Europejskie na Rozwój Cyfrowy 

2021-2027, Priorytet II Zaawansowane usługi cyfrowe w ramach działania 2.2 Wzmocnienie 

krajowego systemu cyberbezpieczeństwa z Europejskiego Funduszu Rozwoju Regionalnego 

dotyczącego realizacji projektu grantowego „Cyberbezpieczny samorząd” o numerze 

FERC.02.02-CS.01-001/23, Miasto Brzeziny zwraca się z prośbą o przedstawienie oferty na 

poniżej opisany przedmiot zamówienia: 

 przeprowadzenie audytu wdrożonego Systemu Zarządzania Bezpieczeństwem 

Informacji (SZBI) w Mieście Brzeziny (województwo łódzkie, powiat brzeziński, 

Miasto Brzeziny, ul. Sienkiewicza 16, 95-060 Brzeziny) wraz z opracowaniem 

raportu z tego audytu.  

Celem audytu jest ocena zgodności funkcjonującego w Urzędzie Miasta Brzeziny 

systemu z obowiązującymi standardami bezpieczeństwa oraz wypełnienie obowiązków 

nałożonych na kierownictwo podmiotu publicznego przez § 20 ust. 2 pkt 14 

rozporządzenia w sprawie Krajowych Ram Interoperacyjności (KRI) 

Audyt musi obejmować: 

 ocenę zgodności z kryteriami zawartymi w § 20 ust. 2 rozporządzenia KRI lub 

wymaganiami normy PN-ISO/IEC 27001; 

 weryfikację, czy system zapewnia poufność, dostępność i integralność 

informacji, z uwzględnieniem autentyczności, rozliczalności, 

niezaprzeczalności i niezawodności 

 ocenę okresowych analiz ryzyka oraz działań minimalizujących 

zidentyfikowane zagrożenia 

 przegląd procedur nadawania uprawnień, monitorowania dostępu do informacji 

oraz bezzwłocznego zgłaszania incydentów; 

 informacje nt. minimalizowania ryzyka utraty informacji w wyniku awarii oraz 

aktualności oprogramowania. 

 informacje umożliwiające Zamawiającemu precyzyjne i jednoznaczne 

wypełnienie Ankiety Dojrzałości Cyberbezpieczeństwa w Jednostce Samorządu 

Terytorialnego stanowiącej załącznik nr 6 do Regulaminu Konkursu 

Grantowego w ramach programu Cyberbezpieczny Samorząd.  
 

Wykonawca zobowiązany jest do sporządzenia i dostarczenia podpisanego Raportu z 

audytu, który: 

 zostanie podpisany przez audytora przeprowadzającego weryfikację; 

 będzie zawierał rekomendacje i działania naprawcze określone na podstawie 

wyników audytu, mające na celu podniesienie poziomu bezpieczeństwa 

informacji 

 określi stan dojrzałości cyberbezpieczeństwa jednostki (zgodnie z wymogami 

projektu „Cyberbezpieczny Samorząd”) 

 



 
1. Dostawa do Urzędu Miasta Brzeziny – (województwo łódzkie, powiat brzeziński,  

ul. Sienkiewicza 16, 95-060 Brzeziny). 

2. Termin realizacji zamówienia: 14 dni od daty otrzymania zlecenia. 

3. Kryterium oceny ofert – cena 100%. 

Inne – brak.  
 

Tryb udzielenia zamówienia 

1. Zamówienie poniżej progu stosowania ustawy Prawo zamówień publicznych – art. 2 ust. 

1 pkt. 1 ustawy Prawa zamówień publicznych (t.j. Dz. U z 2024 r. poz. 1320  

z późn. zm.) 

2. Postępowanie prowadzone jest w języku polskim. 

3. Postepowanie jest zgodne z Regulaminem udzielania zamówień publicznych, których 

wartość nie przekracza kwoty 170 000,00 złotych (Zarządzenie Nr 1/2026 Burmistrza 

Miasta Brzeziny z dnia 5 stycznia 2026 roku w sprawie wprowadzenia Regulaminu 

udzielania zamówień publicznych, których wartość nie przekracza kwoty 170 000,00 

złotych) oraz z Katalogiem wydatków kwalifikowalnych II Priorytetu Programu 

Fundusze Europejskie na Rozwój Cyfrowy 2021-2027. 
 

Wymogi wobec podmiotu ubiegającego się o zamówienie: 

Osoba wyznaczona do przeprowadzenia audytu musi posiadać przynajmniej jeden z 

certyfikatów uprawniających do przeprowadzania audytów, określonych w Rozporządzeniu 

Ministra Cyfryzacji z dnia 12 października 2018 r. (Dz.U. 2018 poz. 1999).  

Wykonawca musi posiadać stosowną wiedzę merytoryczną w tym znajomość wymagań 

rozporządzenia KRI oraz ustawy o krajowym systemie cyberbezpieczeństwa i 

udokumentowane doświadczenie w przeprowadzenia audytów z obszaru cyberbezpieczeństwa 

(wymagane przeprowadzenie min 2 audytów z obszaru cyberbezpieczeństwa potwierdzone 

stosownymi referencjami). 

Wykonawca musi zapewnić, że audyt zostanie przeprowadzony w sposób bezstronny i 

przejrzysty, z zachowaniem zasad poufności w zakresie danych i systemów, do których uzyska 

dostęp w trakcie prac. 

Ponadto o udzielenie zamówienia mogą ubiegać się Wykonawcy, którzy nie podlegają 

wykluczeniu na podstawie art. 7 ust. 1 ustawy z dnia 13 kwietnia 2022 r. o szczególnych 

rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących 

ochronie bezpieczeństwa narodowego (Dz. U. z 2025 r. poz. 514). 
 

Podstawę do wystawienia faktury będzie stanowiło wykonanie przedmiotu zlecenia zgodnie z 

informacjami przekazanymi Wykonawcy potwierdzone protokołem odbioru podpisanym przez 

Zleceniodawcę i Wykonawcę. Wynagrodzenie płatne w terminie 30 dni od daty otrzymania, tj. 

od daty przydzielenia im numerów KSeF. 

W przypadku awarii KSeF Wykonawca wystawi faktury elektroniczne w rozumieniu przepisów 

ustawy z dnia 11 marca 2004 roku o podatku od towarów i usług za usługi świadczone na rzecz 

Zamawiającego – zgodnie z procedurami przewidzianymi w przepisach dotyczących KSeF ( 

ustawa z dnia 29 października 2021 r. o zmianie ustawy o podatku od towarów i usług oraz 

niektórych innych ustaw – Dz. U. z 2021r., poz. 2076 i Rozporządzenie Ministra Finansów z 

dnia 27 grudnia 2021 r w sprawie korzystania z Krajowego Systemu e-Faktur (Dz. U. z 2021r., 

poz. 2481 z późn. zm.). 

Za termin zapłaty przyjmuje się datę prawidłowo dokonanego obciążenia rachunku bankowego 

Zleceniodawcy. 
 

Termin i sposób składania ofert 

1. Wszelkie koszty związane z przygotowaniem oferty ponosi Wykonawca. 



 
2. Do oferty należy dołączyć: 

a. klauzulę informacyjną z art. 13 RODO stosowana w celu związanym  

z zapytaniem ofertowym – zgodnie z załącznikiem nr 1 do Zapytania 

ofertowego, 

b. oświadczenia o braku podstaw wykluczenia z postępowania na podstawie art. 7 

ust. 1 ustawy z dnia 13 kwietnia 2022 r. o szczególnych rozwiązaniach w 

zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących 

ochronie bezpieczeństwa narodowego – zgodnie z załącznikiem nr 2 do 

Zapytania ofertowego, 

c. kopię certyfikatu/ów uprawniających do przeprowadzania audytu, określonych 

w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. (Dz.U. 

2018 poz. 1999); 

d. referencje potwierdzające wykonanie co najmniej 2 audytów z obszaru 

cyberbezpieczeństwa. 

3. Oferta cenowa sporządzona zostanie zgodnie z załączonym formularzem oferty, 

który stanowi Załącznik nr 3 do niniejszego zapytania. 

4. Cena podana w ofercie musi uwzględniać wszelkie zobowiązania związane z realizacją 

przedmiotu zamówienia, wynikające z zapisów Zapytania ofertowego i załączników do 

zapytania oraz obejmować wszystkie koszty, jakie poniesie Wykonawca z tytułu 

należytej oraz zgodnej z obowiązującymi przepisami realizacji przedmiotu 

zamówienia. 

5. Przyjmuje się, iż Wykonawca dokładnie zapoznał się z zapisami zapytania ofertowego 

wskazującymi specyfikację przedmiotu zamówienia. 

6. Termin złożenia oferty: 

ofertę należy złożyć do dnia 22.01.2026 r. 

7. Miejsce i sposób składania ofert: 

Ofertę należy sporządzić pisemnie w języku polskim.  Podpisaną ofertę należy przesłać:  

 pocztą elektroniczną  (na adres e-mail: dominika.rokicka@brzeziny.pl) 

 lub pocztą tradycyjną na adres Urzędu Miasta Brzezin, ul. Sienkiewicza 16,  

95 – 060 Brzeziny, z dopiskiem dla Wydziału Projektów Rozwojowych. 

Oferty nadesłane bądź dostarczone po terminie nie będą rozpatrywane. W przypadku 

ofert nadesłanych drogą pocztową liczy się data wpływu oferty do Urzędu Miasta 

Brzeziny. 
 

Pozostałe uwarunkowania 

1. W celu zapewnienia porównywalności wszystkich ofert, Zamawiający zastrzega sobie 

prawo do skontaktowania się z Wykonawcą w celu uzupełnienia lub doprecyzowania 

przesłanych dokumentów.  

2. W toku badania i oceny ofert Zamawiający może żądać od Wykonawcy wyjaśnień oraz 

uzupełnień dotyczących treści złożonej oferty. 

3. Zamawiający zastrzega sobie prawo do unieważnienia postępowania bez dokonania 

wyboru żadnej z ofert, bez podania przyczyny, na każdym etapie prowadzonego 

postępowania. Z tytułu unieważnienia postępowania, Wykonawcy nie przysługuje 

żadne roszczenie wobec Zamawiającego.  

4. Jeżeli Wykonawca, którego oferta została wybrana, uchyli się od zawarcia umowy, 

Zamawiający może wybrać ofertę najkorzystniejszą spośród pozostałych ofert, bez 

przeprowadzenia ich ponownej oceny. 

                           Z poważaniem 

         Dariusz Guzek  

Burmistrz Miasta Brzeziny 
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